COVID-19 has closed schools globally, affecting over 1.5 billion students. With little notice, districts must now provide reliable, accessible online learning programs, while ensuring their security controls stay in place. Here’s how to leverage Absolute to keep your inventory reliable and up-to-date:

### 1. See Every Device
Manage, track, and control all devices from one console. Ensure devices can be returned when students are done with them. Report stolen devices and we’ll work to recover them.

### 2. Fix Vulnerabilities Remotely
Remotely execute scripts to repair, patch, and remediate devices when helpdesk operations can’t access physical devices.

### 3. Monitor Device and Web Usage
See when, what for, and how frequently your devices are used. See what web content students are focused on, as well as how often and for how long online learning tools are used.

### 4. Enforce Security Controls
Grant self-healing capabilities to AV, encryption, VPN, or any other application that you depend on — so they’re always installed, up-to-date, and working correctly.

### 5. Locate Sensitive Data
As teachers, staff, and administrators work remotely they might take sensitive data and store it locally. Automate endpoint scans to find where data is stored, then lock the device and delete the data.

New to Absolute? Lean more about our K12 solutions

Already a customer? Learn how to set up new policy groups, assign licenses, and activate additional security features

If you need further assistance or support, please contact us